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There is some cyberattack history in your company, 3 successful breaches by cybercriminals in the past 3 years out of 30 attempts. Estimate the probability of a successful attack this year.  
  
Probability for successful breaches in last 3 years are as:

**successful breaches / total attempts =** **3/30**

Therefore, the probability for the successful attack this year:

**(Successful breaches in last 3 years + one successful attempt this year) / (Total attempts in last 3 years + one successful and one unsuccessful attempt) = 4/32**

**||**

NPSI is a fintech firm that upholds all digital transactions made through VPI in India, Singapore, Nepal, UAE. In previous year, it processed 117.6 billion transactions worth $183 trillions in value. It provides common interface for payments integrating almost all the banks and financial services making it seamless payment process within seconds.

**Threat Capability:**

|  |  |  |
| --- | --- | --- |
| Factor | Organization | Value |
| Market Sector (V) | Finance/Banking | 5 |
| Size (Q) | Present in 4 countries with 1200 employees | 3 |
| Target Type(D) | Targets payment interface and servers | 6 |
| History of activity (H) | From last 7 years | 2 |
| Technical Expertise (T) | Dedicated department for cyber threat response and has professional employees – High Level | 6 |
| Is the target organization part of Critical National Infrastructure (CN) | Yes | 5 |

Vx4 + Qx4 + Dx2 + Hx7 + Tx3 + CNx3

= 5x4 + 3x4 + 6x2 + 2x7 + 6x3 + 5x3= 91 out of 138 = 65.94 %

**Threat Amplifier:**

|  |  |  |  |
| --- | --- | --- | --- |
| Factors | Environment | Target | Threat Agent |
| Peer Pressure(PeP) |  |  | 1 |
| Peer perception(PP) |  |  | 1 |
| Public perception(PuP) | 1 | 2 | 2 |
| Search for recognition (Fa) |  | 1 | 2 |
| Access to information (AI) |  | 1 | 2 |
| Changing Technologies (CT) | 2 | 2 | 1 |
| Skills and education Levels(SL) |  |  | 2 |
| De-skilling through scripting (DS) |  |  | 2 |
| Law enforcement activity (LE) | 1 |  | 2 |
| Target vulnerability (TV) |  | 2 |  |
| Target profile (TP) |  | 2 | 2 |

Total value of influence that affects the environment (PuP + CT + LE)/3 = 1+2+1/3 = 13.3%

Total value of influence that affects the target (PuP+ Fa+ AI+ CT+ TV+TP)/6 =2+1+1+2+2+2/6= 16.6%

Total value of influence that affects the Threat Agent (PeP+ PP+ PuP+ FA+AI+CT+SL+DS+LE +TP) = 1+1+2+2+2+1+2+2+2+2/10 = 17%

TA-Environmental = 86.7% max potential of 2.

TA-Target = 83.4% max potential of 2.

TA-Threat Agent = 83% max potential of 2.

**Total combined value = (86.7+83.4+83)/3 = 84.36%**

**Threat Inhibitors:**

|  |  |  |  |
| --- | --- | --- | --- |
| Factor | Environment | Target | Threat Agent |
| Fear of Capture (FC) |  |  | 2 |
| Fear of Failure |  |  | 2 |
| Level of Technical Difficulty (TD) | 1 | 2 |  |
| Cost of participating (CP) |  |  | 2 |
| Public perception (PuP) |  | 1 | 1 |
| Law enforcement Activity (LE) | 1 |  | 2 |
| Security of Target (ST) |  | 2 |  |
| Security of system (SS) |  | 2 | 2 |

The threat Inhibition values are:

TIN Environment: 1+1/2 = 10%

TIN Target: 2+1+2+2/4 = 17.5%

TIN Threat Agent: 2+2+2+1+2+2/5 = 22%

TIN-Environment: 90%

TIN-Target = 82.5%

TIN-Threat Agent = 78%

**Total combined value = (90+82.5+78)/3 = 83.5**

**Catalysts:**

|  |  |  |  |
| --- | --- | --- | --- |
| Factors | Environment | Target | Threat Agent |
| Change of personal circumstances (CC) |  |  | 2 |
| War or political conflict (WF) | 2 |  | 2 |
| Significant Events (SE) | 1 | 1 | 2 |
| Significant Anniversaries | 1 | 1 | 1 |
| Commercial gain |  | 2 | 2 |

CA Environment: 2+1+1/3 = 13.3%

CA Target: 1+1+2/3 = 13.3%

CA Threat Agent: (9+2+2+1+2)/5 = 18%

CA-Environment: 86.7%

CA-Target: 86.7%

CA-Threat Agent: 82%

**Total combined value = (86.7+86.7+82)/3 = 85.13%**

Motivation: The motivation is for commercial gain. With huge value of transactions in trillions, destabilizing it has commercial gains. Motivation is estimated 80%.

**Hacker group**

TZ is a hacker group with skilled black hat hackers having worldwide presence. Their main aim is to destabilize the governments, promote their agendas and attack multi-national organizations.

**Threat Capability:**

|  |  |  |
| --- | --- | --- |
| Factor | Organization | Value |
| Size (Q) | 450 | 6 |
| History of activity (H) | Regular and Widespread | 6 |
| Technical Expertise (T) | High Level | 6 |
| Reason for selection of target | Exert Pressure | 5 |

Qx4 + Hx7 + Tx3 + Ux6

= 6x4 + 6x7 + 6x3 +5x6 = 114 of 120 = 95%

**Threat Amplifier:**

|  |  |  |  |
| --- | --- | --- | --- |
| Factors | Environment | Target | Threat Agent |
| Peer Pressure(PeP) |  |  | 2 |
| Peer perception(PP) |  |  | 2 |
| Public perception(PuP) | 2 | 2 | 2 |
| Search for recognition (Fa) |  | 1 | 2 |
| Access to information (AI) |  | 1 | 2 |
| Changing Technologies (CT) | 2 | 1 |  |
| Skills and education Levels(SL) |  |  | 2 |
| De-skilling through scripting (DS) |  |  | 2 |
| Law enforcement activity (LE) | 1 |  | 2 |
| Target vulnerability (TV) |  | 2 |  |
| Target profile (TP) |  | 2 | 2 |

Total value of influence that affects the environment (PuP + CT + LE)/3 = 2+2+1/3 = 16.6%

Total value of influence that affects the target (PuP+ Fa+ AI+ CT+ TV+TP)/6 =9/6= 15%

Total value of influence that affects the Threat Agent (PeP+ PP+ PuP+ FA+AI+CT+SL+DS+LE +TP) = 18/9 = 20%

TA-Environmental = 83.4% max potential of 2.

TA-Target = 85% max potential of 2.

TA-Threat Agent = 80% max potential of 2.

**Threat Amplifier combined score is (83.4+85+80)/3 = 82.8%**

**Threat Inhibitors:**

|  |  |  |  |
| --- | --- | --- | --- |
| Factor | Environment | Target | Threat Agent |
| Fear of Capture (FC) |  |  | 2 |
| Fear of Failure |  |  | 2 |
| Level of Technical Difficulty (TD) | 1 | 1 |  |
| Cost of participating (CP) |  |  | 2 |
| Public perception (PuP) |  | 1 | 2 |
| Law enforcement Activity (LE) | 1 |  | 2 |
| Security of Target (ST) |  | 2 |  |
| Security of system (SS) |  | 2 | 2 |

The threat Inhibition values are:

TIN Environment: 1+1/2 = 10%

TIN Target: 1+1+2+2/5 = 12%

TIN Threat Agent: 2+2+2+2+2+2+2/6 = 20%

TIN-Environment= 90%

TIN-Target = 82%

TIN-Threat Agent = 80%

**Total combined value = (90+82+80)/3 = 84%**

**Catalysts:**

|  |  |  |  |
| --- | --- | --- | --- |
| Factors | Environment | Target | Threat Agent |
| Change of personal circumstances (CC) |  |  | 2 |
| War or political conflict (WF) | 1 |  | 2 |
| Significant Events (SE) | 2 | 1 | 2 |
| Significant Anniversaries | 1 | 1 | 1 |
| Commercial gain |  | 2 | 2 |

CA Environment: 1+2+1/3 = 13.3%

CA Target: 4/3 = 13.3%

CA Threat Agent: 9/5 = 18%

CA-Environment: 86.7%

CA-Target: 86.7%

CA-Threat Agent: 82%

**Total catalyst value = (86.7+86.7+82)/3 = 85.13%**

Motivation: The motivation for hacktivist is to take down the payment services and put pressure on the company for the their demands. Motivation is 70%

**|||**

**List of assets, threats, vulnerabilities, controls, and policies**

**Assets**

|  |  |  |  |
| --- | --- | --- | --- |
| **Number** | **Asset** | **Description** | **Value** |
| A1 | Financial Resources | Includes paychecks, transfers, and balances | 10,000,000 |
| A2 | Personnel Information | Includes information about the employees like name, email addresses, paycheck details etc. | 50,000 |
| A3 | Documents | Includes draft regulations, contracts and procurement documents, draft regulations, reports, and memos. | 10,000 |
| A4 | PC | Hardware entity for personnels of HGA for their duties like submitting timesheets. | 40,000 |
| A5 | Employee Confidence | Crucial asset for HGA displaying trust for the agency. | 10,000 |
| A6 | Reputation | Intangible asset pertaining image and credibility of HGA. | 12,000 |
| A7 | Mainframe | Storage and retrieval medium of the databases from other agencies. | 30,000 |
| A8 | LAN Server | Central network component between PCs and other hardware entities and shared programs, storage etc. | 30,000 |
| A9 | Storage | Databases for storing general and sensitive information both regarding financials and personnels. | 5,000 |
| A10 | WAN | Connects different agencies LAN networks and mainframe for information sharing and smooth communications | 5,000 |
| A12 | Modem Pool | Service for employees who are travelling for checking emails and dial-ins. | 1,000 |
| A13 | Console | Interface for server administrators to perform sensitive and crucial tasks securely. | 3,000 |
| A14 | Printers | For printouts of documents via LAN by HGA employees. | 5,000 |
| A15 | Router | Provides an internet connection and protocol translation. | 1,000 |
| A16 | Programs and Tools | Interface for HGA personnels to perform their duties. | 4,500 |

**Threats**

|  |  |
| --- | --- |
| **Number** | **Threat** |
| T1 | Payroll Frauds |
| T2 | Payroll Errors |
| T3 | Interruption of Operations |
| T4 | Disclosure and Brokerage of Information |
| T5 | Network related Threats |
| T6 | Virus and Malware |
| T7 | Unauthorized Access |
| T8 | Theft |
| T9 | Natural Disaster |

**Vulnerabilities**

|  |  |
| --- | --- |
|  | **Vulnerability** |
| V1 | Falsified Timesheets |
| V2 | Unauthorized Access |
| V3 | Bogus Time and Attendance Applications |
| V4 | Unauthorized Modification of the data |
| V5 | Payroll Errors |
| V6 | Lack of Contingency Planning |
| V7 | Virus/Malware spread |
| V8 | Corruption and Loss of Data |
| V9 | Network Related |
| V10 | Lack of physical security |
| V11 | Inadequate security of storage, database, and mainframe |
| V12 | Employee not compliant of PCs security |

**Current Security Controls and Policies(CSCP)**

|  |  |  |
| --- | --- | --- |
| **Number** | **Category** | **Description** |
| CSCP 1 | Security Manual | In compliance with federal and financial policies |
| CSCP 2 | General Use | Duties and privileges segregation of personnels |
| CSCP 3 | General | Security awareness training |
| CSCP 4 | General | Password selection and security policy |
| CSCP 5 | General | Access Control Mechanism |
| CSCP 6 | Payroll Frauds and Errors | Time and attendance application |
| CSCP 7 | Payroll Frauds and Errors | Sign and submit time sheet |
| CSCP 8 | Payroll Frauds and Errors | Data validation, verification, and authorization |
| CSCP 9 | Payroll Frauds and Errors | Access control and identification |
| CSCP 10 | Payroll Frauds and Errors | Containerization of the server |
| CSCP 11 | Payroll Frauds and Errors | Time sheet verification twice and sanity checks |
| CSCP 12 | Payroll Frauds and Errors | Segregation of personnel duties |
| CSCP 13 | Payroll Frauds and Errors | Digital signature for integrity |
| CSCP 14 | Payroll Frauds and Errors | Regular backup |
| CSCP 15 | Interruption of Operations | COG Contingency Planning and Testing |
| CSCP 16 | Interruption of Operations | Spare PCs, LAN server and cables, and drives in case of malfunctions |
| CSCP 17 | Interruption of Operations | Installation of licensed software and regular installation of patches |
| CSCP 18 | Interruption of Operations | Log Audit |
| CSCP 19 | Interruption of Operations | Division Contingency Planning |
| CSCP 20 | Disclosure or Brokerage of Information | Need to know policy |
| CSCP 21 | Disclosure or Brokerage of Information | Secure and guard physical and digital storage |
| CSCP 22 | Disclosure or Brokerage of Information | Policy on PC locks |
| CSCP 23 | Disclosure or Brokerage of Information | Group oriented access control |
| CSCP 24 | Disclosure or Brokerage of Information | Security awareness training |
| CSCP 25 | Network Threats | Filtered and restricted network activity |
| CSCP 26 | Network Threats | Packets monitoring |
| CSCP 27 | Network Threats | Restricted remote logins and dial-in access |
| CSCP 28 | Non-HGA Computer Systems | Policy for the HGA system components provided by external organization |

**New security policies (NSP) recommended by CISO and team members**

|  |  |  |
| --- | --- | --- |
| **Number** | **Category** | **Description** |
| NSP 1 | Payroll Frauds | Advanced authentication mechanisms(smart tokens for One Time Password) |
| NSP 2 | Payroll Frauds | Administrative Procedures |
| NSP 3 | Payroll Frauds | Monitoring |
| NSP 4 | Payroll Frauds | Implement cryptographic techniques – Digital Signature |
| NSP 5 | Payroll Errors | Greater and improved compliance based on incentive system |
| NSP 6 | Continuity of Operations | Regular internal training and awareness sessions |
| NSP 7 | Continuity of Operations | Contingency plan rehearsal |
| NSP 8 | Continuity of Operations | Virus Prevention procedures |
| NSP 9 | Continuity of Operations | Improved backup procedures |
| NSP 10 | Information Disclosure/Brokering | Enhanced security refresher courses |
| NSP 11 | Information Disclosure/Brokering | Changes in storage policy for sensitive information |
| NSP 12 | Information Disclosure/Brokering | Installing and reviewing activity logs |
| NSP 13 | Network Threats | Stronger Identity and Access Management controls for dial-in |
| NSP 14 | Network Threats | Restricting sensitive outbound traffic |
| NSP 15 | Network Threats | Encrypted modems |
| NSP 16 | Network Threats | Inbound and outbound traffic encryption via WAN |

**Subset selection of assets, threats, and vulnerabilities**

|  |  |  |  |
| --- | --- | --- | --- |
| **Number** | **Asset** | **Description** | **Value** |
| A1 | Financial Resources | Includes paychecks, transfers, and balances | 10,000,000 |
| A2 | Personnel Information | Includes information about the employees like name, email addresses, paycheck details etc. | 50,000 |
| A4 | PC | Hardware entity for personnels of HGA for their duties like submitting timesheets. | 40,000 |
| A8 | LAN Server | Central network component between PCs and other hardware entities and shared programs, storage etc. | 30,000 |

|  |  |
| --- | --- |
| **Number** | **Threat** |
| T1 | Payroll Frauds |
| T3 | Interruption of Operations |
| T4 | Disclosure and Brokerage of Information |
| T9 | Natural Disaster |

|  |  |
| --- | --- |
| **Number** | **Vulnerability** |
| V1 | Falsified Timesheets |
| V2 | Unauthorized Access |
| V8 | Corruption and Loss of Data |
| V11 | Inadequate security of storage, database, and mainframe |

**Threat/Vulnerabilities pairs for assets A1, A2, A3, A4 with probabilities ranging from 0-100**

**Taking assumptions:**

T1 exploits V1 on assets A1, A2, A4

T3, T4 exploits V2 on assets A2, A4, A8

T3, T9 exploits V8 on assets A1, A2, A4, A8

T4 exploits V11 on assets A1, A2

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 95 | 90 | 90 | 85 |
| V2 on A2, A4, A8 | 90 | 90 | 95 | 85 |
| V8 on A1, A2, A4, A8 | 90 | 90 | 85 | 95 |
| V11 on A1, A2 | 90 | 95 | 95 | 80 |

**Explanation to the assigned values of selected threats**

**Payroll fraud** is very critical. It is one of the most common threats that leads to significant loss of the agencies. This financial fraud generally exploits lack of authentication and authorization measures along with irregular audit and security checks.

**Interruption of Operations** is very important for the HGA. The reputation is directly connected to this threat along with the employee confidence. Hindering operations can lead to significant delay in paying the personnels of all federal agencies which is a crucial and most important sector of any nation.

**Disclosure and Brokerage of Information** can cause great damage. Such threat affects the sensitive information of the financial assets and personnels that not only breach trust and reputation but can also be misused for malicious purposes.

**Natural Disasters** could be small or could be catastrophic. In any case, the destruction of property in terms of information or hardware results in a serious loss to HGA and all other agencies linked to it.

**Asset Vulnerability pairs**

|  |  |
| --- | --- |
| **Asset** | **Vulnerability** |
| A1 Financial Resources | V1 Falsified Timesheets  V8 Corruption and Loss of Data  V11 Inadequate security of storage, database, and mainframe |
| A2 Personnel Information | V1 Falsified Timesheets  V2 Unauthorized Access  V8 Corruption and Loss of Data  V11 Inadequate security of storage, database, and mainframe |
| A4 PC | V2 Unauthorized Access  V8 Corruption and Loss of Data |
| A8 LAN Server | V2 Unauthorized Access  V8 Corruption and Loss of Data |

**Initial Risk Impact**

For the below matrix, if threat x vulnerability pair exists, probability for the lost asset is 100 keeping resilience as 0.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 100 | 0 | 0 | 0 | 0 | 0 | 100 | 0 | 0 | 0 | 0 | 100 | 0 | 0 | 100 | 0 |
| A2 | 100 | 0 | 0 | 0 | 0 | 100 | 100 | 0 | 0 | 100 | 0 | 100 | 0 | 0 | 100 | 0 |
| A4 | 100 | 0 | 0 | 0 | 0 | 100 | 100 | 0 | 0 | 100 | 0 | 0 | 0 | 0 | 100 | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 100 | 100 | 0 | 0 | 100 | 0 | 0 | 0 | 0 | 100 | 0 |

**Scenario 1 : Based on Current security policies**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 95 | 90 | 90 | 85 |
| V2 on A2, A4, A8 | 90 | 90 | 95 | 85 |
| V8 on A1, A2, A4, A8 | 90 | 90 | 85 | 95 |
| V11 on A1, A2 | 90 | 95 | 95 | 80 |

**Residual Asset Security Risks**

Risk of asset A1: 10,000,000\*(95+90+90+85+90+90+85+95+90+95+95+80)/ 100 = 108000000

Risk of asset A2:

50,000 \* (95+90+90+85+90+90+95+85+90+90+85+95+90+95+95+80)/100 = 720000

Risk of asset A4: 40,000 \* (95+90+90+85+90+90+95+85+90+90+85+95)/100 = 432000

Risk of asset A8: 30,000 \* (90+90+95+85+90+90+85+95)/100 = 216000

**Residual Vulnerability Security Risk**

Risk due to V1: [(10,000,000\*360) + (50000\*360) + (40000\*360)] / 100 = 36324000

Risk due to V2: [(50000\*360) + (50000\*360) + (30000\*360)] / 100 = 432000

Risk due to V8: [(10,000,000\*360) + (50000\*360) + (50000\*360) + (30000\*360)] / 100 = 36432000

Risk due to V11: [(10,000,000\*360) + (50000\*360)] / 100 = 36180000

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 108000000 | 1 |
| A2 | 720000 | 2 |
| A4 | 432000 | 3 |
| A8 | 216000 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 36432000 | 1 |
| V1 | 36324000 | 2 |
| V11 | 36180000 | 3 |
| V2 | 432000 | 4 |

**Scenario 2:**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 55 | 50 | 50 | 45 |
| V2 on A2, A4, A8 | 50 | 50 | 55 | 45 |
| V8 on A1, A2, A4, A8 | 50 | 50 | 45 | 55 |
| V11 on A1, A2 | 50 | 55 | 55 | 40 |

**Residual Asset Security Risks**

Risk of asset A1: 10,000,000\*(55+50+50+45+50+50+45+55+50+55+55+40)/ 100 = 60000000

Risk of asset A2:

50000 \* (55+50+50+45+50+50+55+45+50+50+45+55+50+55+55+40)/100 = 400000

Risk of asset A4: 40000 \* (55+50+50+45+50+50+55+45+50+50+45+55)/100 = 240000

Risk of asset A8: 30000 \* (50+50+55+45+50+50+45+55)/100 = 120000

**Residual Vulnerability Security Risk**

Risk due to V1: [(10,000,000\*200) + (50000\*200) + (40000\*200)] / 100 = 20180000

Risk due to V2: [(50000\*200) + (40000\*200) + (30000\*200)] / 100 = 240000

Risk due to V8: [(10,000,000\*200) + (50000\*200) + (40000\*200) + (30000\*200)] / 100 = 20240000

Risk due to V11: [(10,000,000\*200) + (50000\*200)] / 100 = 20100000

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 60000000 | 1 |
| A2 | 400000 | 2 |
| A4 | 240000 | 3 |
| A8 | 120000 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 20240000 | 1 |
| V1 | 20180000 | 2 |
| V11 | 20100000 | 3 |
| V2 | 240000 | 4 |

**Scenario 3 :**

|  |  |  |
| --- | --- | --- |
| **Management** | **Operational** | **Technical** |
| Policies(M1) | Preparing for Contingencies and Disasters(M5) | Identification and Authentication(M9) |
| Program Management(M2) | Incident Handling and Reporting(M6) | Logical Access Control(M10) |
| Risk Management(M3) | Awareness, Training and Education(M7) | Audit Trails(M11) |
| Assurance(M4) | Physical and Environmental Security(M8) | Cryptography(M12) |

|  |  |  |  |
| --- | --- | --- | --- |
| **Number** | **Category** | **Description** | **MOT Controls** |
| CSCP 1 | Security Manual | In compliance with federal and financial policies | 1 |
| CSCP 2 | General Use | Duties and privileges segregation of personnels | 2,3,5,6 |
| CSCP 3 | General | Security awareness training | 3,4,7 |
| CSCP 4 | General | Password selection and security policy | 1,3 |
| CSCP 5 | General | Access Control Mechanism | 4,6,9,10 |
| CSCP 6 | Payroll Frauds and Errors | Time and attendance application | 10,11 |
| CSCP 7 | Payroll Frauds and Errors | Sign and submit time sheet | 10,11 |
| CSCP 8 | Payroll Frauds and Errors | Data validation, verification, and authorization | 4,9,10,11 |
| CSCP 9 | Payroll Frauds and Errors | Access control and identification | 4,6,9,10 |
| CSCP 10 | Payroll Frauds and Errors | Containerization of the server | 5 |
| CSCP 11 | Payroll Frauds and Errors | Time sheet verification twice and sanity checks | 4 |
| CSCP 12 | Payroll Frauds and Errors | Segregation of personnel duties | 2 |
| CSCP 13 | Payroll Frauds and Errors | Digital signature for integrity | 4,12 |
| CSCP 14 | Payroll Frauds and Errors | Regular backup | 3,4,5 |
| CSCP 15 | Interruption of Operations | COG Contingency Planning and Testing | 3,4,6 |
| CSCP 16 | Interruption of Operations | Spare PCs, LAN server and cables, and drives in case of malfunctions | 3,5 |
| CSCP 17 | Interruption of Operations | Installation of licensed software and regular installation of patches | 1,2 |
| CSCP 18 | Interruption of Operations | Log Audit | 6,11 |
| CSCP 19 | Interruption of Operations | Division Contingency Planning | 3,4,6 |
| CSCP 20 | Disclosure or Brokerage of Information | Need to know policy | 1,3,9 |
| CSCP 21 | Disclosure or Brokerage of Information | Secure and guard physical and digital storage | 5,8 |
| CSCP 22 | Disclosure or Brokerage of Information | Policy on PC locks | 1,4,7,8,10 |
| CSCP 23 | Disclosure or Brokerage of Information | Group oriented access control | 10 |
| CSCP 24 | Disclosure or Brokerage of Information | Security awareness training | 3,7 |
| CSCP 25 | Network Threats | Filtered and restricted network activity | 4,12 |
| CSCP 26 | Network Threats | Packets monitoring | 11 |
| CSCP 27 | Network Threats | Restricted remote logins and dial-in access | 9,10 |
| CSCP 28 | Non-HGA Computer Systems | Policy for the HGA system components provided by external organization | 1,3,4 |

**Threat Vulnerability pairs probabilities after implementing MOT controls**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 30 | 35 | 35 | 40 |
| V2 on A2, A4, A8 | 30 | 35 | 35 | 40 |
| V8 on A1, A2, A4, A8 | 40 | 35 | 30 | 35 |
| V11 on A1, A2 | 40 | 35 | 30 | 35 |

**Residual Asset Security Risks**

Risk of asset A1: 10,000,000\*(30+35+35+40+40+35+30+35+40+35+30+35)/ 100 = 42000000

Risk of asset A2:

50000 \* (30+35+35+40+30+35+35+40+40+35+30+35+40+35+30+35)/100 = 280000

Risk of asset A4: 40000\* (30+35+35+40+30+35+35+40+40+35+30+35)/100 = 168000

Risk of asset A8: 30000 \* (30+35+35+40+40+35+30+35)/100 = 84000

**Residual Vulnerability Security Risk**

Risk due to V1: [(10,000,000\*140) + (50000 \*140) + (40000\*140)] / 100 = 14126000

Risk due to V2: [(50000 \*140) + (40000\*140) + (30000 \*140)] / 100 = 168000

Risk due to V8: [(10,000,000\*140) + (50000 \*140) + (40000\*140) + (30000 \*140)] / 100 = 14168000

Risk due to V11: [(10,000,000\*140) + (50000 \*140)] / 100 = 14070000

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 42000000 | 1 |
| A2 | 280000 | 2 |
| A4 | 168000 | 3 |
| A8 | 84000 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 14168000 | 1 |
| V1 | 14126000 | 2 |
| V11 | 14070000 | 3 |
| V2 | 168000 | 4 |

**Prevention Strategy Step P1:**

The ranking above shows V8 – Corruption and Loss of Data is most prone to be exploited via threats. To reduce it, the organization should implement some counter measures. Recovery strategies and data quality checks can significantly improve the vulnerability risk.  
  
**Threat Vulnerability Pair for V8 after applying prevention strategy**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 30 | 35 | 35 | 40 |
| V2 on A2, A4, A8 | 30 | 35 | 35 | 40 |
| **V8 on A1, A2, A4, A8** | **10** | **5** | **5** | **10** |
| V11 on A1, A2 | 40 | 35 | 30 | 35 |

**Residual Asset Security Risks**

Risk of asset A1: 1000000\*(30+35+35+40+10+5+5+10+40+35+30+35)/ 100 = 31000000

Risk of asset A2:

50000 \* (30+35+35+40+30+35+35+40+10+5+5+10+40+35+30+35)/100 = 225000

Risk of asset A4: 40000 \* (30+35+35+40+30+35+35+40+10+5+5+10)/100 = 124000

Risk of asset A8: 30000 \* (30+35+35+40+10+5+5+10)/100 = 51000

**Residual Vulnerability Security Risk**

Risk due to V1: [(10,000,000\*140) + (50000 \*140) + (40000\*140)] / 100 = 14126000

Risk due to V2: [(50000 \*140) + (40000\*140) + (30000 \*140)] / 100 = 168000

Risk due to V8: [(10,000,000\*30) + (50000 \*30) + (40000\*30) + (30000 \*30)] / 100 = 3036000

Risk due to V11: [(10,000,000\*140) + (50000 \*140)] / 100 = 14070000

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 31000000 | 1 |
| A2 | 225000 | 2 |
| A4 | 124000 | 3 |
| A8 | 51000 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V1 | 14126000 | 1 |
| V11 | 14070000 | 2 |
| **V8** | **3036000** | **3** |
| V2 | 168000 | 4 |

**Prevention Strategy Step P2:**

The ranking from P1 shows V1 – Falsified Timesheet is most prone to be exploited via threats. To reduce it, the organization should implement some counter measures. Two factor and multi-factor authentication can significantly improve the vulnerability risk.

**Threat Vulnerability Pair for V2 after applying prevention strategy**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| **V1 on A1, A2, A4** | **5** | **5** | **3** | **10** |
| V2 on A2, A4, A8 | 30 | 35 | 35 | 40 |
| V8 on A1, A2, A4, A8 | 10 | 5 | 5 | 10 |
| V11 on A1, A2 | 40 | 35 | 30 | 35 |

**Residual Asset Security Risks**

Risk of asset A1: 1000000\*(5+5+3+10+10+5+5+10+40+35+30+35)/ 100 = 19300000

Risk of asset A2:

50000 \* (5+5+3+10+30+35+35+40+10+5+5+10+40+35+30+35)/100 = 166500

Risk of asset A4: 40000 \* (5+5+3+10+30+35+35+40+10+5+5+10)/100 = 124000

Risk of asset A8: 30000 \* (30+35+35+40+10+5+5+10)/100 = 51000

**Residual Vulnerability Security Risk**

Risk due to V1: [(10,000,000\*23) + (50000 \*23) + (40000\*23)] / 100 = 2320700

Risk due to V2: [(50000 \*140) + (40000\*140) + (30000 \*140)] / 100 = 168000

Risk due to V8: [(10,000,000\*30) + (50000 \*30) + (40000\*30) + (30000 \*30)] / 100 = 3036000

Risk due to V11: [(10,000,000\*140) + (50000 \*140)] / 100 = 14070000

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 19300000 | 1 |
| A2 | 166500 | 2 |
| A4 | 124000 | 3 |
| A8 | 51000 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V11 | 14070000 | 1 |
| V8 | 3036000 | 2 |
| **V1** | **2320700** | **3** |
| V2 | 168000 | 4 |

**Response (Resilience) Strategy Step RE1**

|  |  |  |
| --- | --- | --- |
| **Management** | **Operational** | **Technical** |
| Policies(M1) | Preparing for Contingencies and Disasters(M5) | Identification and Authentication(M9) |
| Program Management(M2) | Incident Handling and Reporting(M6) | Logical Access Control(M10) |
| Risk Management(M3) | Awareness, Training and Education(M7) | Audit Trails(M11) |
| Assurance(M4) | Physical and Environmental Security(M8) | Cryptography(M12) |

After applying MOT controls in the preventive strategy steps for other remaining vulnerabilities. After completing the calculations, the last Threat Vulnerability pair matrices look as:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 5 | 10 | 10 | 5 |
| V2 on A2, A4, A8 | 5 | 5 | 3 | 10 |
| V8 on A1, A2, A4, A8 | 10 | 5 | 5 | 10 |
| V11 on A1, A2 | 3 | 5 | 10 | 5 |

**Updated Risk Impacts**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 60% | 0 | 0 | 0 | 0 | 0 | 50% | 0 | 0 | 0 | 0 | 50% | 0 | 0 | 40% | 0 |
| A2 | 60% | 0 | 0 | 0 | 0 | 50% | 60% | 0 | 0 | 70% | 0 | 40% | 0 | 0 | 50% | 0 |
| A4 | 70% | 0 | 0 | 0 | 0 | 60% | 50% | 0 | 0 | 60% | 0 | 0 | 0 | 0 | 50% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 70% | 50% | 0 | 0 | 50% | 0 | 0 | 0 | 0 | 60% | 0 |

**Residual Asset Security Risk**

Risk of Asset A1 :

1000000 \* (5\*60 + 5\*50 + 10\*50 + 10\*40 )/100 = 1450000

Risk of Asset A2 :

50000 \* (5\*60 + 5\*50 + 5\*60 + 3\*70 + 10\*40 + 10\*50 )/100 = 9800

Risk of Asset A4 :

40000 \* (5\*70 + 5\*60 + 5\*50 + 3\*50 + 10\*50)/100 = 6320

Risk of Asset A8 :

30000 \* (5\*60 + 5\*50 + 3\*70 + 10\*40)/100 = 4050

**Residual Asset Security Risk**

Risk due to V1: 1000000 \*(5\*60 ) + 50000 \*(5\*60 ) + 30000 \*(5\*70 ) = 302900

Risk due to V2: 95\*(5\*50+3\*70) + 40000\*(5\*60+3\*60) + 30000\*(5\*70+3\*50) = 5720

Risk due to V8: 1000000 \* (5\*50 + 10\*40) + 50000\*(5\*60+10\*50) + 40000\*(5\*50+10\*50) + 30000\*(3\*50+10\*60) = 659550

Risk due to V11: 1000000\*(10\*50) + 50000\*(10\*40) = 502000

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 1450000 | 1 |
| A2 | 9800 | 2 |
| A4 | 6320 | 3 |
| A8 | 4050 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 659550 | 1 |
| V11 | 502000 | 2 |
| V1 | 302900 | 3 |
| V2 | 5720 | 4 |

**Response (Resilience) Strategy Step RE2**

In the Response Resilience Strategy RE1, the highest ranking for asset risk is **A1 Financial Information.** To safeguards financial information, encryption and cryptography helps to reduce the risk asserted on the asset.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 20% | 0 | 0 | 0 | 0 | 0 | 10% | 0 | 0 | 0 | 0 | 10% | 0 | 0 | 10% | 0 |
| A2 | 60% | 0 | 0 | 0 | 0 | 50% | 60% | 0 | 0 | 70% | 0 | 40% | 0 | 0 | 50% | 0 |
| A4 | 70% | 0 | 0 | 0 | 0 | 60% | 50% | 0 | 0 | 60% | 0 | 0 | 0 | 0 | 50% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 70% | 50% | 0 | 0 | 50% | 0 | 0 | 0 | 0 | 60% | 0 |

**Residual Asset Security Risk**

Risk of Asset A1 :

1000000 \* (5\*20 + 5\*10 + 10\*10 + 10\*10 )/100 = 350000

Risk of Asset A2 :

50000 \* (5\*60 + 5\*50 + 5\*60 + 3\*70 + 10\*40 + 10\*50 )/100 = 9800

Risk of Asset A4 :

40000 \* (5\*70 + 5\*60 + 5\*50 + 3\*50 + 10\*50)/100 = 6320

Risk of Asset A8 :

30000 \* (5\*60 + 5\*50 + 3\*70 + 10\*40)/100 = 4050

**Residual Asset Security Risk**

Risk due to V1: 1000000 \*(5\*20 ) + 50000 \*(5\*60 ) + 30000 \*(5\*70 ) = 302900

Risk due to V2: 95\*(5\*50+3\*70) + 40000\*(5\*60+3\*60) + 30000\*(5\*70+3\*50) = 5720

Risk due to V8: 1000000 \* (5\*10 + 10\*40) + 50000\*(5\*60+10\*50) + 40000\*(5\*50+10\*50) + 30000\*(3\*50+10\*60) = 659550

Risk due to V11: 1000000\*(10\*10) + 50000\*(10\*40) = 502000

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 750000 | 1 |
| A2 | 9800 | 2 |
| A4 | 6320 | 3 |
| A8 | 4050 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 159550 | 1 |
| V1 | 102900 | 2 |
| V11 | 102000 | 3 |
| V2 | 5720 | 4 |

**Mixed Strategy Step 1.1: Start with TV and RI from Scenario 3 and apply 2-Factor**

**Authentication. The results should be the same as above.**

Taking initial TV matrix from Scenario 3 where resilience is considered to be 0 and likelihood to be 100%.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 30 | 35 | 35 | 40 |
| V2 on A2, A4, A8 | 30 | 35 | 35 | 40 |
| V8 on A1, A2, A4, A8 | 40 | 35 | 30 | 35 |
| V11 on A1, A2 | 40 | 35 | 30 | 35 |

Applying 2-Factor Authentication,

**Updated Threat Vulnerability pair values**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 20 | 25 | 25 | 35 |
| V2 on A2, A4, A8 | 25 | 20 | 20 | 30 |
| V8 on A1, A2, A4, A8 | 30 | 25 | 20 | 30 |
| V11 on A1, A2 | 30 | 25 | 25 | 25 |

**Updated Risk Impact Matrix**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 50% | 0 | 0 | 0 | 0 | 0 | 70% | 0 | 0 | 0 | 0 | 70% | 0 | 0 | 60% | 0 |
| A2 | 40% | 0 | 0 | 0 | 0 | 35% | 60% | 0 | 0 | 60% | 0 | 70% | 0 | 0 | 50% | 0 |
| A4 | 40% | 0 | 0 | 0 | 0 | 50% | 60% | 0 | 0 | 40% | 0 | 0 | 0 | 0 | 50% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 60% | 50% | 0 | 0 | 50% | 0 | 0 | 0 | 0 | 60% | 0 |

**Residual Asset Security Risk**

Risk of Asset A1 :

10000000 \* (20\*50 + 25\*70 + 25\*70 + 30\*60)/100 = 6300000

Risk of Asset A2 :

50000 \* (20\*40 + 20\*35 + 25\*60 + 20\*60 + 25\*70 + 30\*50)/100 = 37250

Risk of Asset A4 :

40000\* (20\*40 + 20\*50 + 25\*60 + 20\*40 + 30\*50)/100= 22400

Risk of Asset A8 :

30000 \* (20\*60 + 25\*50 + 20\*50 + 30\*60)/100 = 15750

**Residual Vulnerability Security Risk**

Risk due to V1: 10000000\*(20\*50 ) + 50000 \*(20\*40 ) + 40000\*(20\*40 ) = 1007200

Risk due to V2: 50000\*(20\*35+25\*60) + 40000\*(20\*50+20\*40) + 30000\*(20\*60+20\*50) = 23300

Risk due to V8: 10000000 \* (25\*70 + 30\*60) + 50000\*(25\*60+30\*50) + 40000\*(25\*60+30\*50) + 30000\*(30\*50+25\*60) = 3586150

Risk due to V11: 10000000\*(25\*70) + 50000\*(25\*70) = 1758750  
  
**ROI**

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
|  |  |  |  | TV | RI |  | ASSET RISK |
|  |  |  |  |  |  |  |  |
| A1 | 10000000 | T1 | V1 | 20 | 50 |  | 1000000 |
|  |  | T2 | V8 | 25 | 70 |  | 1750000 |
|  |  | T3 | V11 | 25 | 70 |  | 1750000 |
|  |  | T4 | V8 | 30 | 60 |  | 1800000 |
|  |  |  |  |  |  |  | 6300000 |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
| A2 | 50000 | T1 | V1 | 20 | 40 |  | 800000 |
|  |  | T2 | V2 | 20 | 35 |  | 700000 |
|  |  | T2 | V8 | 25 | 60 |  | 1500000 |
|  |  | T3 | V2 | 20 | 60 |  | 1200000 |
|  |  | T3 | V11 | 25 | 70 |  | 1750000 |
|  |  | T4 | V8 | 30 | 50 |  | 1500000 |
|  |  |  |  |  |  |  | 7450000 |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
| A4 | 40000 | T1 | V1 | 20 | 40 |  | 800000 |
|  |  | T2 | V2 | 20 | 50 |  | 1000000 |
|  |  | T2 | V8 | 25 | 60 |  | 1500000 |
|  |  | T3 | V2 | 20 | 40 |  | 800000 |
|  |  | T4 | V8 | 30 | 50 |  | 1500000 |
|  |  |  |  |  |  |  | 5600000 |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
| A8 | 30000 | T2 | V2 | 20 | 60 |  | 1200000 |
|  |  | T2 | V8 | 25 | 50 |  | 1250000 |
|  |  | T3 | V2 | 20 | 50 |  | 1000000 |
|  |  | T4 | V8 | 30 | 60 |  | 1800000 |
|  |  |  |  |  |  |  | 5250000 |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  | 24600000 |
|  | Investment | = | 3000000 |  |  | ROI1 | 216000000 |

**Mixed Strategy Step 1.2: Start with TV and RI from Scenario 3 and apply VPN.**

**Estimate updated Residual Critical Asset Risk rankings, Total Asset Risk, and**

**Vulnerability Risk rankings.**

**Updated Threat Vulnerability pair values**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 20 | 25 | 25 | 35 |
| V2 on A2, A4, A8 | 20 | 15 | 10 | 20 |
| V8 on A1, A2, A4, A8 | 30 | 25 | 20 | 30 |
| V11 on A1, A2 | 25 | 20 | 15 | 20 |

**Updated Risk Impact Matrix**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 40% | 0 | 0 | 0 | 0 | 0 | 50% | 0 | 0 | 0 | 0 | 50% | 0 | 0 | 60% | 0 |
| A2 | 30% | 0 | 0 | 0 | 0 | 25% | 40% | 0 | 0 | 40% | 0 | 50% | 0 | 0 | 50% | 0 |
| A4 | 40% | 0 | 0 | 0 | 0 | 30% | 45% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 50% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 40% | 45% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 60% | 0 |

**Residual Asset Security Risk**

Risk of Asset A1 :

1000000\* (20\*40 + 15\*50 + 15\*50 + 30\*60)/100 = 4600000

Risk of Asset A2 :

50000\* (20\*30 + 15\*25 + 25\*40 + 10\*40 + 15\*50 + 30\*50)/100 = 23125

Risk of Asset A4 :

40000 \* (20\*40 + 15\*30 + 25\*45 + 10\*30 + 30\*50)/100 =16700

Risk of Asset A8 :

30000\* (15\*40 + 25\*45 + 10\*30 + 30\*60)/100 =11475

**Residual Vulnerability Security Risk**

Risk due to V1: 1000000\*(20\*40 ) + 50000 \*(20\*30 ) + 40000 \*(20\*40 ) = 806200

Risk due to V2: 50000\*(15\*25+10\*40) + 40000 \*(15\*30+10\*30) + 30000\*(15\*40+10\*30) = 9575

Risk due to V8: 1000000 \* (25\*50 + 30\*60) + 50000\*(25\*40+30\*50) + 40000 \*(25\*45+30\*50) + 30000\*(30\*45+25\*60) = 3081775

Risk due to V11: 1000000\*(15\*50) + 50000\*(15\*50) = 753750

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 4600000 | 1 |
| A2 | 23125 | 2 |
| A4 | 16700 | 3 |
| A8 | 11475 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 3081775 | 1 |
| V1 | 806200 | 2 |
| V11 | 753750 | 3 |
| V2 | 9575 | 4 |

**Mixed Strategy Step 1.3: Start with TV and RI from Scenario 3 and apply DMZ. Estimate updated Residual Critical Asset Risk rankings, Total Asset Risk, and Vulnerability Risk rankings. Divide Total Asset Risk reduction by the cost of DMZ, estimate ROI3.**

**Updated Threat Vulnerability pair values**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 20 | 25 | 25 | 35 |
| V2 on A2, A4, A8 | 20 | 15 | 10 | 20 |
| V8 on A1, A2, A4, A8 | 30 | 25 | 20 | 30 |
| V11 on A1, A2 | 10 | 5 | 5 | 15 |

**Updated Risk Impact Matrix**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 40% | 0 | 0 | 0 | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 10% | 0 | 0 | 40% | 0 |
| A2 | 30% | 0 | 0 | 0 | 0 | 25% | 25% | 0 | 0 | 40% | 0 | 5% | 0 | 0 | 30% | 0 |
| A4 | 40% | 0 | 0 | 0 | 0 | 30% | 35% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 25% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 40% | 30% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 30% | 0 |

**Residual Asset Security Risk**

Risk of Asset A1 :

1000000\* (20\*40 + 10\*30 + 5\*10 + 15\*40)/100 = 3900000

Risk of Asset A2 :

50000\* (20\*30 + 15\*25 + 10\*25 + 10\*40 + 5\*5 + 15\*30)/100= 19500

Risk of Asset A4 :

40000 \* (20\*40 + 15\*30 + 10\*35 + 10\*30 + 15\*25)/100= 16700

Risk of Asset A8 :

30000 \* (15\*40 + 10\*30 + 10\*30 + 15\*30)/100 = 11475

**Residual Vulnerability Security Risk**

Risk due to V1: 1000000 \*(20\*40 ) + 50000\*(20\*30 ) + 40000\*(20\*40 ) = 806200

Risk due to V2: 50000\*(15\*25+10\*40) + 40000\*(15\*30+10\*30) + 30000\*(15\*40+10\*30) = 9575

Risk due to V8: 1000000\* (10\*30 + 15\*40) + 50000\*(10\*25+15\*30) + 40000\*(10\*35+15\*25) + 30000\*(10\*30+15\*30) =3081775

Risk due to V11: 1000000\*(5\*10) + 50000\*(5\*5) = 50125

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 3900000 | 1 |
| A2 | 19500 | 2 |
| A4 | 16700 | 3 |
| A8 | 11475 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 3081775 | 1 |
| V1 | 806200 | 2 |
| V11 | 50125 | 3 |
| V2 | 9575 | 4 |

**Mixed Strategy Step 1.4: Start with TV and RI from Scenario 3 and apply Redundant Server. Estimate updated Residual Critical Asset Risk rankings, Total Asset Risk, and Vulnerability Risk rankings. Divide Total Asset Risk reduction the cost of Redundant Server, estimate ROI4.**

**Updated Threat Vulnerability pair values**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 20 | 25 | 25 | 35 |
| V2 on A2, A4, A8 | 20 | 15 | 10 | 20 |
| V8 on A1, A2, A4, A8 | 15 | 10 | 5 | 10 |
| V11 on A1, A2 | 10 | 5 | 5 | 15 |

**Updated Risk Impact Matrix**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 40% | 0 | 0 | 0 | 0 | 0 | 10% | 0 | 0 | 0 | 0 | 10% | 0 | 0 | 20% | 0 |
| A2 | 30% | 0 | 0 | 0 | 0 | 25% | 5% | 0 | 0 | 40% | 0 | 5% | 0 | 0 | 10% | 0 |
| A4 | 40% | 0 | 0 | 0 | 0 | 30% | 15% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 15% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 40% | 10% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 10% | 0 |

**Residual Asset Security Risk**

Risk of Asset A1 :

1000000\* (20\*40 + 10\*10 + 5\*10 + 10\*20)/100 = 1150000

Risk of Asset A2 :

50000\* (20\*30 + 15\*25 + 10\*5 + 10\*40 + 5\*5 + 10\*10)/100= 7750

Risk of Asset A4 :

40000 \* (20\*40 + 15\*30 + 10\*15 + 10\*30 + 10\*15)/100= 7400

Risk of Asset A8 :

30000 \* (15\*40 + 10\*10 + 10\*30 + 10\*10)/100 = 3300

**Residual Vulnerability Security Risk**

Risk due to V1: 1000000 \*(20\*40 ) + 50000\*(20\*30 ) + 40000\*(20\*40 ) = 806200

Risk due to V2: 50000\*(15\*25+10\*40) + 40000\*(15\*30+10\*30) + 30000\*(15\*40+10\*30) = 9575

Risk due to V8: 1000000\* (10\*10 + 10\*10) + 50000\*(10\*5+10\*10) + 40000\*(10\*15+10\*15) + 30000\*(10\*10+10\*10) =302550

Risk due to V11: 1000000\*(5\*10) + 50000\*(5\*5) = 50125

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 1150000 | 1 |
| A2 | 7750 | 2 |
| A4 | 7400 | 3 |
| A8 | 3300 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V1 | 806200 | 1 |
| V8 | 302550 | 2 |
| V11 | 50125 | 3 |
| V2 | 9575 | 4 |

**Mixed Strategy Step 1.5: Start with TV and RI from Scenario 3 and apply Mirror Site. Estimate updated Residual Critical Asset Risk rankings, Total Asset Risk, and Vulnerability Risk rankings. Divide Total Asset Risk reduction by the cost of Mirror Site, estimate ROI5**

**Updated Threat Vulnerability pair values**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 5 | 10 | 5 | 10 |
| V2 on A2, A4, A8 | 20 | 15 | 10 | 20 |
| V8 on A1, A2, A4, A8 | 15 | 10 | 5 | 10 |
| V11 on A1, A2 | 10 | 5 | 5 | 15 |

**Updated Risk Impact Matrix**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 10% | 0 | 0 | 0 | 0 | 0 | 10% | 0 | 0 | 0 | 0 | 10% | 0 | 0 | 20% | 0 |
| A2 | 5% | 0 | 0 | 0 | 0 | 25% | 5% | 0 | 0 | 40% | 0 | 5% | 0 | 0 | 10% | 0 |
| A4 | 10% | 0 | 0 | 0 | 0 | 30% | 15% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 15% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 40% | 10% | 0 | 0 | 30% | 0 | 0 | 0 | 0 | 10% | 0 |

**Residual Asset Security Risk**

Risk of Asset A1 :

1000000\* (5\*10 + 10\*10 + 5\*10 + 10\*20)/100 = 400000

Risk of Asset A2 :

50000\* (5\*5 + 15\*25 + 10\*5 + 10\*40 + 5\*5 + 10\*10)/100= 4875

Risk of Asset A4 :

40000 \* (5\*10 + 15\*30 + 10\*15 + 10\*30 + 10\*15)/100= 4400

Risk of Asset A8 :

30000 \* (15\*40 + 10\*10 + 10\*30 + 10\*10)/100 = 3300

**Residual Vulnerability Security Risk**

Risk due to V1: 1000000 \*(10\*5 ) + 50000\*(5\*5) + 40000\*(10\*5 ) = 50325

Risk due to V2: 50000\*(15\*25+10\*40) + 40000\*(15\*30+10\*30) + 30000\*(15\*40+10\*30) = 9575

Risk due to V8: 1000000\* (10\*10 + 10\*10) + 50000\*(10\*5+10\*10) + 40000\*(10\*15+10\*15) + 30000\*(10\*10+10\*10) =302550

Risk due to V11: 1000000\*(5\*10) + 50000\*(5\*5) = 50125

**Ranking of residual asset security risks**

|  |  |  |
| --- | --- | --- |
| **Asset** | **Residual Security Risk** | **Ranking** |
| A1 | 400000 | 1 |
| A2 | 4875 | 2 |
| A4 | 4400 | 3 |
| A8 | 3300 | 4 |

**Ranking of residual vulnerability security risks**

|  |  |  |
| --- | --- | --- |
| **Vulnerability** | **Residual Security Risk** | **Ranking** |
| V8 | 302550 | 1 |
| V1 | 50325 | 2 |
| V11 | 50125 | 3 |
| V2 | 9575 | 4 |

**Summary**

With the reference of HGA case study, the subsets of the 4 selected assets, threat and vulnerabilities are as follows:

**Subset selection of assets, threats, and vulnerabilities**

|  |  |  |  |
| --- | --- | --- | --- |
| **Number** | **Asset** | **Description** | **Value** |
| A1 | Financial Resources | Includes paychecks, transfers, and balances | 10,000,000 |
| A2 | Personnel Information | Includes information about the employees like name, email addresses, paycheck details etc. | 50,000 |
| A4 | PC | Hardware entity for personnels of HGA for their duties like submitting timesheets. | 40,000 |
| A8 | LAN Server | Central network component between PCs and other hardware entities and shared programs, storage etc. | 30,000 |

|  |  |
| --- | --- |
| **Number** | **Threat** |
| T1 | Payroll Frauds |
| T3 | Interruption of Operations |
| T4 | Disclosure and Brokerage of Information |
| T9 | Natural Disaster |

|  |  |
| --- | --- |
| **Number** | **Vulnerability** |
| V1 | Falsified Timesheets |
| V2 | Unauthorized Access |
| V8 | Corruption and Loss of Data |
| V11 | Inadequate security of storage, database, and mainframe |

Using arbitrary values of asset values, TV matrix is created with the consideration of the crucialness, and significance of the assets and threat and vulnerability might affect it. Additionally, for starters Risk Impact for the applicable assets was considered 100% taking resilience as zero. Thus, initial matrix are as follows:

**Initial TV pair matrix**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 95 | 90 | 90 | 85 |
| V2 on A2, A4, A8 | 90 | 90 | 95 | 85 |
| V8 on A1, A2, A4, A8 | 90 | 90 | 85 | 95 |
| V11 on A1, A2 | 90 | 95 | 95 | 80 |

**Initial Risk Impact matrix**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 100 | 0 | 0 | 0 | 0 | 0 | 100 | 0 | 0 | 0 | 0 | 100 | 0 | 0 | 100 | 0 |
| A2 | 100 | 0 | 0 | 0 | 0 | 100 | 100 | 0 | 0 | 100 | 0 | 100 | 0 | 0 | 100 | 0 |
| A4 | 100 | 0 | 0 | 0 | 0 | 100 | 100 | 0 | 0 | 100 | 0 | 0 | 0 | 0 | 100 | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 100 | 100 | 0 | 0 | 100 | 0 | 0 | 0 | 0 | 100 | 0 |

Applying Scenario 1, Scenario 2, Scenario 3, P1, P2, RE1, RE2 the matrixes were:

**Updated TV matrix**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | T1 | T3 | T4 | T9 |
| V1 on A1, A2, A4 | 5 | 10 | 10 | 5 |
| V2 on A2, A4, A8 | 5 | 5 | 3 | 10 |
| V8 on A1, A2, A4, A8 | 10 | 5 | 5 | 10 |
| V11 on A1, A2 | 3 | 5 | 10 | 5 |

**Updated RI matrix**

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Assets** | **Threat x Vulnerability** | | | | | | | | | | | | | | | |
|  | T1xV1 | T1xV2 | T1xV8 | T1xV11 | T3xV1 | T3xV2 | T3xV8 | T3xV11 | T3xV1 | T4xV2 | T4xV8 | T4xV11 | T9xV1 | T9xV2 | T9xV8 | T9xV11 |
| A1 | 60% | 0 | 0 | 0 | 0 | 0 | 50% | 0 | 0 | 0 | 0 | 50% | 0 | 0 | 40% | 0 |
| A2 | 40% | 0 | 0 | 0 | 0 | 20% | 30% | 0 | 0 | 40% | 0 | 10% | 0 | 0 | 30% | 0 |
| A4 | 70% | 0 | 0 | 0 | 0 | 60% | 50% | 0 | 0 | 60% | 0 | 0 | 0 | 0 | 50% | 0 |
| A8 | 0 | 0 | 0 | 0 | 0 | 70% | 50% | 0 | 0 | 50% | 0 | 0 | 0 | 0 | 60% | 0 |

Here in each scenarios we used the approach of applying existing and new recommended security policies in iterative manner. After, asset and vulnerability hardening were performed where in Prevention strategy, highest vulnerability was targeted and appropriate measures were implemented and calculations were done. Later, the highest asset risk was selected and same as Prevention strategy was performed resulting in the reduction of asset and vulnerability risk both.

Thus, application of Current Security Control Policies, New Security Policies recommended by CISO team, MOT controls, 2 factor authentication, VPN, encryption, and cryptography resulted in the reduction of asset and vulnerability residual risk along with the likelihood of the exploitation.

**Do you agree with HGA new CISO’s risk management recommendations and why?**

My view weighs on both sides. The CISO’s risk management recommendations reduces the risk of threat exploiting vulnerabilities very highly. The recommendations covers broad range of assets in the HGA. However, there could be some more enhancements in the security recommendations and countermeasures. For example, physical security was an issue that was addressed. But it can be more strictly implemented and tightened. Thus, I agree with the recommendations with addition to make it more robust.

**Was the M-O-T model used effectively by HGA? Did HGA’s security policies cover the policies recommended by the M-O-T model?**

No, MOT model provided was not implemented as per required in the HGA’s security policy. There were many domains of security which could have been more effective if the MOT model had been used to cover the policies of the HGA. Taking a scenario, it lacked authentication measures, which would have reduced some of the biggest threats like failure to maintain confidentiality and integrity of the financial asset and sensitive information. For example, biometrics for extensive authentication. Therefore, MOT controls could have been implemented more precisely keeping labor and technical cost, efficiency and time in mind.

**Now compare Risk strategies. Do you recommend a Risk Prevention Strategy, a Risk Response (Resilience) Strategy, or a Mixed Strategy as combination of both? Clearly explain your analysis and recommendations.**

According to me and what I have analyzed, my recommendation would be Mix Strategy. Although, Risk Prevention and Resilience strategy reduce the risk same or maybe more than mixed strategy, time and cost are the two aspects to be considered. Mixed strategy implements both Prevention and Response strategy at the same time. This can be important at a crucial time while identifying, managing, and mitigating threats and vulnerabilities. If the cost and efficiency proves out to be the same in both strategies, it depends on the organization which type of strategy to implement it according to their needs, infrastructures and exposure.  
  
**Security Recommendation for VPN and DMZ**

Apply principles of least privileges.

Access control mechanisms to restrict content access.

Apply encryption while transferring and storage.

Simplification of security policies.

Disaster recovery plan should be in place.

Limit network access.

Flexible security to allow regular adoption of new technology.

Should be easy to operate.

Implementation of multi-layer security like 2FA.

Secure implementation and configuration of VPN and DMZ to limit the human error vulnerabilities.

Auditing practices should be implemented to detect unauthorized use or access.

Continuous vulnerability assessment and network monitoring.

Implementation of IPS and IDS systems.

Establish network and database segmentation.